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A: Administrative Matters

• Welcome

• Scribe, Chat, Steno, MeetEcho & Livestream

• Code of Conduct

• Rating Where Appropriate

• Approve Minutes from RIPE 88

• Finalise Agenda



B: Update

• B.1. AA-WG Recharter! (New mailing list too!)
• https://www.ripe.net/community/wg/active-wg/security/

The Security Working Group is committed to fostering collaboration, sharing 
best practices, and addressing security challenges within the RIPE 
community. The primary objective of the WG is to enhance the security, 
resilience, and stability of the Internet infrastructure within our region. 
Tackling abuse of Internet infrastructure and resources is a core goal of the 
WG, as well as:

• Collaborating with stakeholders to develop and advocate for best practices, 
guidelines, and standards for securing Internet resources

• Facilitating information sharing and cooperation among relevant entities
• Providing education, training, and outreach initiatives to raise awareness of security 

issues and promote best practices adoption

https://www.ripe.net/community/wg/active-wg/security/


B: Update

• B.2. Working Group Chair Selection

• B.3. Recent List Discussion



D: Interactions

• D.1. “Engaging with Governments – Handling Requests for 
Information” Hisham Ibrahim, RIPE NCC



E: Presentations

• E.1. Unveiling Domain Blocklist Performance - An Analysis over Four 
Years - Antonia Affinito, University of Twente

• E.2. The hosting of Live Piracy, the good bad and not so ugly? Lee 
Kent, BeIN & Andrew Willatt, Premier League



•X: AOB

•Z: Agenda for RIPE 90


